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1.         Introduction 

 
1.1. This Corporate Policy and Procedures Document addresses the requirements of the 

Regulation of Investigatory Powers Act 2000 (RIPA) the revised +RPH�2IILFH¶V�&RGHV�RI�
Practices in relation to the Covert Surveillance of Individuals, the use of Covert Human 
Intelligence Sources (CHIS), including undercover officer / agents / informants (Under Part ll 
of RIPA) and the changes to RIPA introduced by the Protection of Freedoms Act 2012  
 

   

https://www.gov.uk/government/uploads/system/uploads/attachment_data/fi
le/384975/Covert_Surveillance_Property_Interrefernce_web__2_.pdf 
 

https://www.gov.uk/government/uploads/system/uploads/attachment_da
ta/file/384976/Covert_Human_Intelligence_web.pdf 
 

 
 
Crawley Borough Council takes the responsibility for ensuring that the RIPA procedures are 
continuously improved. 
 
These procedures provide a summary and overview of the legislation and Codes of 
Practice.  It is intended as a quick reference for Officers designated to authorise 
activities under RIPA.  DO NOT seek to rely on them alone.  In the event of any doubt, 
the officer should refer to the relevant legislation or Codes of Practice.  Any Officer 
who is unsure about any aspect of this document should contact at the earliest 
RSSRUWXQLW\�WKH�&RXQFLO¶V�+HDG�RI�/HJDO�DQG�'HPRFUDWLF�6HUYLFHV�IRU�DGYLFH�DQG�
assistance.  Appropriate Training and Development will be organised to relevant 
authorised officers and other senior officers. 

  
1.2 

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384975/Covert_Surveillance_Property_Interrefernce_web__2_.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384975/Covert_Surveillance_Property_Interrefernce_web__2_.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384976/Covert_Human_Intelligence_web.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384976/Covert_Human_Intelligence_web.pdf
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 Involves Covert methods, and 

 Includes the use of Surveillance, and 

 There is a likelihood (not just the intention) of Private Information (about anyone) 
being obtained then it is highly likely that the operation needs to be authorised. 

  
1.7 Failure to follow the Act and Codes may also adversely effect the admissibility of any 

evidence obtained using methods covered by the Act.  The safety of members of the public 
supplying information to the council may also be compromised.  When an authorisation is not 

https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384975/Covert_Surveillance_Property_Interrefernce_web__2_.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384975/Covert_Surveillance_Property_Interrefernce_web__2_.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384976/Covert_Human_Intelligence_web.pdf
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/384976/Covert_Human_Intelligence_web.pdf
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4.        Does RIPA and this Policy apply to me? 

  
4.1 7KH�OLNHO\�DQVZHU�LV�³\HV´��LI�\RX�XQGHUWDNH�DQ\�IRUP�RI�VXUYHLOODQFH�RI�LQGLYLGXDOV�RU�



 8 



 9 

 



 10 

6.6 Intrusive Surveillance. 
(Local Authorities have no power to grant authorisations for intrusive surveillance but it 
is included here to alert Officers to be aware of inadvertently breaching this rule) 
 
Means covert surveillance carried out in relation to anything taking place on residential 
premises or in a private vehicle.  This kind of surveillance may take place by means of either a 
person or device located inside residential premises or a private vehicle of the person who is 
subject to the surveillance or by means of a device placed outside which consistently provides 
a product of equivalent quality and detail as a product which would be obtained from a device 
located inside.  Local authorities are not authorised to conduct Intrusive Surveillance 
without the consent of the SOS.  

  
6.7 Private Information. 

In relation to a person this includes any information relating to his/her private or family life, his 
home and his correspondence.  It is important to remember that the Act is drafted in terms of 
the likelihood of obtaining private information rather than the intention to obtain it or about 
specific persons.  Judgements from The European Court on Human Rights have concluded 
that private information indicates what happens in the home, family and private life but 
excludes business and commercial activities in the broad sense it includes the way the family 
conducts its affairs. 

  
6.8 Controller. 

Means the person or designated managerial officer responsible for overseeing the use of the 
source. 

  
6.9 Handler. 

an investigating officer having day to day responsibility for: 

 Dealing with the source on behalf of the authority 

 Directing the day to day activities of the source 

 Recording the information supplied by the source 

 Monitoring the security and welfare of the source 
  
6.10 Conduct of a Source. 

Any action of that source, falling within the terms of the Act, or action incidental to it (i.e. What 
they do). 

  
 

6.11 ³7KH�8VH´�RI�D�6RXUFH� 
Any action to induce, ask or assist a person engaged in the conduct of a source or to obtain 
information by means of an action of the source (i.e. What they are asked to do). 

  
 Residential Premises  Means any premises occupied by any person, however temporarily, 

for residential purposes or otherwise as living accommodation (including hotel or prison 
accommodation), but does not include common areas to such premises, front gardens or 
driveways visible to the public. 
 
Premises can also include any vehicle or moveable structure used within the definition above. 
 
Private Vehicle Means any vehicle which is used primarily for private purposes of the person 
who owns it, or otherwise has a right to use it, but would not include any person whose right to 
use the vehicle arises from making payment for a particular journey. 
 
Vehicle also includes any vessel, aircraft or hovercraft. 

  
6.12 Surveillance includes: (Section 48(2)) 

 

 Monitoring, observing or listening to persons, watching or following their movements, 
their conversations, or other such activities or communications. 
 

 Recording anything monitored, observed or listened to in the course of authorised 
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surveillance. 
 

 Surveillance by or with the assistance of a surveillance device (any apparatus 
designed or adapted for use in surveillance). 

  
6.13 Surveillance does not include:  (Section 48(3)) 

 
(a)  any conduct of a Covert Human Intelligence Source for obtaining or recording (whether or 
not using a surveillance device) any information which is disclosed in the presence of the 
source; 
 
(b)  the use of a Covert Human Intelligence Source for so obtaining or recording information; or 
(c)  any such entry on or interference with property or with wireless telegraphy as would be 
unlawful unless authorised under ±  
 

(i) section 5 of the Intelligence Services Act 1994 (warrants for the intelligence 
services); or 

(ii) Part lll of the Police Act 1997 (powers of the police and of custom officers). 
  
6.14 Examples of different types of Surveillance: 
  

 
Type of Surveillance 
 

 
Examples 

 
Overt 
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7.1 Covert Surveillance means surveillance which is carried out in a manner calculated to 
ensure that the persons subject to the surveillance are unaware that it is or may be 
taking place.  Covert Surveillance within the meaning of the act falls into two categories 
Directed and Intrusive (please see Definitions Section).  
 
Each operation needs to be examined to decide whether or not the surveillance is overt or 
covert.  Two examples are: 
 

 Enforcement of Private Hire licensing.  If a licensing officer flags down a Private Hire 
vehicle and identifies him/herself to the driver when it stops then that is overt.  On the 
other hand, riding as a passenger before making the identification would be covert. 
 

 Use of a mobile CCTV camera to cover a blind spot in an area where fixed CCTV 
cameras are in use may be covert unless signage specific to the mobile camera is 
also put in place, even though the mobile camera may be in view rather than hidden. 

  
7.2 
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A CHIS would not be: 
 

 A member of the public who volunteers information to the local authority, such as a 
person who complains that they purchased food passed its use by date from their local 
supermarket.  In that case the relationship between customer and provider is too 
remote.  However, if the information were to be provided by an employee of the 
supermarket who was alleging that the food was being sold passed its use by date, 
then such a person would be a CHIS as a relationship exists namely one of 
employer/employee.
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determining the risk to the source in acting as a source of information to the Council and in 



http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-application?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-application?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-review?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-review?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-renewal?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-renewal?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-cancellation?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-cancellation?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/application-directed-surveillanc?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/application-directed-surveillanc?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/review-directed-surveillance?view=Binary
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directed-surveillance?view=Binary 
Review of the use of Directed Surveillance  
 
Form 3:3  http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/renewal-
directed-surveillance?view=Binary 
Renewal of Directed Surveillance  
 
Form 3:4 http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/cancellation-
directed-surveillan?view=Binary 
 Cancellation of the use of  Directed Surveillance  
 

  
9.3 Authorisation 

 
a) Before an Authorised Officer signs a form he or she must be mindful of this Corporate 

Policy and Procedures Document, any training that has been provided and any other 
guidance issued from time to time by Head of Legal and Democratic Services.  An 
authorisation should not be granted unless the Covert Surveillance/use of CHIS is:- 
 

i. In accordance with the law 
 

ii. Necessary in the circumstances of the particular case 
 

iii. Proportionate to what it seeks to achieve    
 

 
 Necessary and Proportionate 

 
9.4 In terms of necessary: 

For interference with an individuals Rights under Article 8 of the ECHR to be necessary 
the Covert surveillance/use of CHIS must be pursuant to the following ground:- 
 
For the purpose of preventing or detecting crime.   
 
Note: The criminal offence which it is sought to be prevented or detected must be 
punishable by a maximum term of at least 6 months imprisonment or would 
constitute an offence under Sections 146, 147 of 147A of the Licensing Act 2003 or 
Section 7 of the Children and Young Persons Act 1933. 
 
The Regulation of Investigatory Powers (Directed Surveillance and Covert Human 
Intelligence sources) Order 2010. 
 
It is important that officers address the question why surveillance is necessary in this 

http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/review-directed-surveillance?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/renewal-directed-surveillance?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/renewal-directed-surveillance?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/cancellation-directed-surveillan?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/cancellation-directed-surveillan?view=Binary
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 The information sought could be obtained by less intrusive means. 
 

The least intrusive method will be considered proportionate by the Courts 
 

            Collateral Intrusion 
 

The officer seeking the authorisation should also consider the possibility of 
COLLATERAL INTRUSION.  This is where interference with the privacy of others not 
subject to the original surveillance may occur.  Collateral Intrusion might occur if 
equipment used records information not sought.  An example is in Noise Monitoring 
where it may be inappropriate to place a recording device adjacent to a bedroom wall.  
Steps should be taken to assess the risk and, where possible, reduce the risk of 
collateral intrusion.  Where unforeseen collateral intrusion occurs during an operation 
the Authorising Officer must be notified and consideration given to amending the 
authorisation following a review.  Measures must be taken whenever practicable to 
avoid or minimise so far as is possible Collateral Intrusion an aspect the matter maybe 
of determining proportionality. 
 
Consideration must also be given as to whether or not the surveillance activities of the 
Service take place where similar activities are also being undertaken by another 
agency e.g. the Police, Benefits Agency, Environment Agency. 
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be maintained electronically as well as a hard copy. 
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9.24 An application for renewal should be made to the officer who granted the original 
authorisation unless there is very good reason not to do so (e.g. because the original 
authorising officer is on annual leave / has left the Authority). 
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retain a copy of such forms for the same period. 
  
10.2 Records maintained in the Department 

 
The following documents must be retained by the relevant Director/Head of Service for such 
purposes. 
 

 A copy of the forms together with any supplementary documentation and notification 
of the approval given by the Authorising Officer and a Magistrate; 
 

 A record of the period over which the surveillance has taken place; 
 

 The frequency of reviews prescribed by the Authorised Officer; 
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 The date the authorisation was cancelled 
 

 A copy of the application and copy of the authority together with any supplementary 
documentation and notification of the approval given by the authorising officer. 
 

 The record of the period over which the Surveillance has taken place. 
 

 The reasons for any request being denied. 
 

  
10.3 The Central Register will be maintained electronically as well as a hard copy. 
  
10.4 The Head of Legal and Democratic Services will be responsible for monitoring authorisations, 

carrying out an annual review of applications, authorisations, refusals, extensions and 
cancellations and maintaining a centrally retrievable record of authorisations.  Relevant 
Directorates must ensure that any data is processed in accordance with Data Protection 
OHJLVODWLRQ�DQG�LQ�WKH�FDVH�RI�XVH�RI�&+,6¶V��UHFRUGV�VKRXOG�EH�PDLQWDLQHG�LQ�VXFK�D�ZD\�DV�
to preserve the confidentiality of the source and the information provided by the source. 

  

 
11. 
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12.7 Recording sound (with a DAT Recorder) on private premises could constitute Intrusive 
Surveillance unless it is done overtly e.g. it will be possible to record if the noisemaker is 
warned that this will occur if the level of noise continues. 

13. CCTV 

  
13.1 Surveillance can also be by way of hidden cameras in public place or by targeted CCTV.  

That is where a CCTV camera is trained on a specific person or a spot at a particular time in 
order to observe the activities of a particular person or group of persons.  That being said, 
where CCTV is used in the monitoring of public areas in an overt way and just happens to 
catch a criminal act, then this would not be classified as covert surveillance.  However, there 
may be occasions where a covert CCTV System is used for the purposes of a specific 
investigation or operation, in which case, an application for Directed Covert surveillance will 
be required.   

  
13.2 
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and even though the data may be deemed published and no longer under the 
FRQWURO�RI�WKH�DXWKRU��LW�LV�XQZLVH�WR�UHJDUG�LW�DV�µRSHQ�VRXUFH¶�RU�SXEOLFO\�DYDLODEOH� 
the author has a reasonable expectation of privacy if access controls are applied. 
Where privacy settings are available but not applied the data may be considered 
open source and an authorisation is not usually required. 
 

  
15.4 CHIS authorisation is only required when using an internet trading organisation 

such as E-Bay or Amazon Marketplace in circumstances when a covert 
relationship is likely to be formed. The use of disguised purchaser details in a 
simple, overt, electronic purchase does not require a CHIS authorisation, because 
no relationship is usually established at this stage. 
 
 
Further guidance on this activity is contained in the OSC Procedures and Guidance 
Paragraph 289 (reproduced below.) 

 

 
Covert surveillance of Social Networking Sites (SNS)  
 
 
289. The fact that digital investigation is routine or easy to conduct does not reduce the need 
for authorisation. Care must be taken to understand how the SNS being used works. 
Authorising Officers must not be tempted to assume that one service provider is the same as 
another or that the services provided by a single provider are the same.  
 
289.1 Whilst it is the responsibility of an individual to set privacy settings to protect 
unsolicited access to private information, and even though data may be deemed published 
and no longer under the control of the author, it is unwise to regard it as “open source” or 
publicly available; the author has a reasonable expectation of privacy if access controls are 
applied. In some cases data may be deemed private communication still in transmission 
(instant messages for example). Where privacy settings are available but not applied the 
data may be considered open source and an authorisation is not usually required. Repeat 
viewing of “open source” sites may constitute directed surveillance on a case by case basis 
and this should be borne in mindired. Repeat 
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16. Complaints / Information 

  
16.1 Copies of the Codes of Practice on: 

 

 Covert Surveillance 

 Covert Human Intelligence sources 
 
are available for reference by the public in reception  at The Town Hall, The Boulevard, 
Crawley, West Sussex, RH10 1UZ 

  
16.2 Information on the Investigatory Powers Tribunal and complaint forms relating to activities 

covered by RIPA are available to the public in reception at The Town Hall, The Boulevard, 
Crawley, West Sussex, RH10 1UZ 
 

  . 
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Appendices 
 
Appendix 1 Councils Authorising Officers 
 
Appendix 2 RIPA Flow Chart 
 
Appendix 3 RIPA Forms:   
 Directed Surveillance  
  
 
Appendix 4 RIPA Forms:   
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Appendix 1              Covert Surveillance 
 

&RXQFLO¶V�$XWKRULVLQJ�2IILFHUV 
 

The Regulation of Investigatory Powers (Directed Surveillance and Covert 
Human Intelligence Sources) Order 2010, prescribes that in a local authority, 
authorisations for Directed Covert Surveillance and the use of a CHIS should be 
granted to Directors, Head of Service, and more senior posts or equivalent.  
Authorising officers should not be responsible for authorising investigations or 
operations in which they are directly involved although it is recognised that this may 
sometimes be unavoidable.  Where an authorising officer authorises such an 
investigation or operation the central record of authorisation should identify this. 
 
The power to grant, renew, review, cancel and reject authorisations will be limited to 
only those officers detailed below in order to ensure greater independence and 
consistency.  The Head of Legal and Democratic Services will maintain this list.  If a 
Chief Officer wishes to add, delete or substitute a post he/she must inform Head of 
Legal and Democratic Services.  Where knowledge of confidential material is likely to 
be acquired, reference should be made to the special arrangements set out in 
Appendix 5. 
 
Authorising Officers should receive training in Human Rights and the Regulation of 
Investigatory Powers Act Legislation at the earliest possible opportunity and trained 
officers should be used in preference to those not having received training. 
 

 





http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/application-directed-surveillanc?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/review-directed-surveillance?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/renewal-directed-surveillance?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/cancellation-directed-surveillan?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/cancellation-directed-surveillan?view=Binary
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Appendix 4 
 
RIPA FORMS:  Covert Human Intelligence Source (CHIS) 
 
Appendix 4.1 http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-

application?view=Binary 
  
 

Appendix 4.2 http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-

review?view=Binary 
 
 

 Appendix 4.3 http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-

renewal?view=Binary 
  

 

 Appendix 4.4 http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-

cancellation?view=Binary 
 
 

NB:    If in doubt, ask the Head of Legal and Democratic Services BEFORE 
any directed surveillance and/or CHIS is authorised, renewed, 
rejected or cancelled. 

 

 
Additional Notes on CHIS (This is an extract from the Home Office 
Code of Practice on CHIS) 
 
MANAGEMENT OF COVERT HUMAN INTELLIGENCE SOURCES 

 
Tasking 
 
1. Tasking is the assignment given to the CHIS by the persons defined at 

sections 29(5)(a) and (b) of the 2000 Act, asking him to obtain, provide access 
to or disclose information.  Authorisation for the use or conduct of a CHIS will 
be appropriate prior to any tasking where such tasking involves the CHIS 

http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-application?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-application?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-review?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-review?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-renewal?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-renewal?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-cancellation?view=Binary
http://www.homeoffice.gov.uk/publications/counter-terrorism/ripa-forms/chis-cancellation?view=Binary
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event and if the existing authorisation is insufficient it should either be updated 
at a review (for minor amendments only) or it should be cancelled and a new 
authorisation should be obtained before any further action is carried out. 

 
4. Similarly, where it is intended to task a CHIS in a significantly greater or 

different way than previously identified, the persons defined at section 29(5)(a) 
or (b) of the 2000 Act must refer the proposed tasking to the authorising 
officer, who should consider whether the existing authorisation is sufficient or 
needs to be replaced.  This should be done in advance of any tasking and the 
details of such referrals must be recorded.  Efforts should be made to 
minimise the number of authorisations per CHIS to the minimum necessary in 
order to avoid generating excessive paperwork. 

 
Handlers and controllers 
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 The prevention or detection of criminal matters affecting a national or 
regional area, for example where the CHIS provides information 
relating to cross boundary or international drug trafficking; 

 The prevention or detection of criminal  matters affecting crime and 
disorder, requiring joint agency operational activity, for example where 
a CHIS provides information relating to environmental health issues 
and offences of criminal damage, in a joint police/local authority anti-
social behaviour operation on a housing estate; 

 Matters of national security, for example where the CHIS provides 
information relating to terrorist activity and associated criminal offences 
for the benefit of the police and the Security Service. 

 
12. In such situations, however, the public authorities involved must lay out in 

writing their agreed oversight arrangements. 
 
13. Management responsibility for CHIS, and relevant roles, may also be divided 

between difference police forces where the Chief Officers of the forces 
concerned have made a collaboration agreement under section 23 of the 
Police Act 1996 or section 12 of the Police (Scotland) Act 1967, and the 
collaboration agreement provides for this to happen. 

 
Security and Welfare 
 
14. Any public authority deploying a 
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Appendix 5 
 

Covert Surveillance 
 

Special Arrangements for Authorising Surveillance Where 
Confidential Material may be I
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Appendix 6 
 

Seeking Magistrate approval for RIPA Authorisation 
 

 
Officers should follow the following procedure:- 
 
 
1. Complete and provide the completed RIPA authorisation form (and all necessary 

documentation or background information) to the Authorising Officer to enable 
him/her to make an informed decision recorded in writing on the form. 

 
2. On receipt of the signed authorisation contact Legal Services and provide them with a 

copy of the authorisation, and any other relevant information.  
 
3. Legal Services will review the authorisation and ensure compliance with the law and 

advise the Officer that he can proceed with the obtaining of the Magistrates approval 
before contacting the MaJLVWUDWH¶V�FOHUN.  

 
4.         The Officer will contract the Magistrates Clerk to arrange a hearing and give the 

2IILFHU¶V�GDWHV�WR�DYRLG�IRU�WKH�IROORZLQJ����GD\V� 
 
5. 7KH�2IILFHU�ZLOO�FRPSOHWH�WKH�³$SSOLFDWLRQ�IRU�-XGLFLDO�$SSURYDO�IRU�DXWKRULVDWLRQ�WR�

obtain or disclose communications data to use a CHIS or to conduct directed 
VXUYHLOODQFH�IRUP´��see Appendix 8) and produce a bundle for the Magistrate 
containing all the information relied upon  

 
6. The Officer will notify Legal Services when the hearing date has been confirmed. 
 
7. 7KH�2IILFHU�ZLOO�DWWHQG�WKH�0DJLVWUDWH¶V�&RXUW�DQG�SUHVHQW�WKH�FDVH�IRU�DSSURYDO�RI�

authorisation.  The Officer will be required to answer questions about the surveillance 
which the Magistrate may wish to raise. 

 
8. Whilst the original authorisation form will be shown to the Magistrate it will be given to 

DQG�UHWDLQHG�E\�/HJDO�6HUYLFHV�IRU�WKH�&RXQFLO¶V�FHQWUDO�UHFRUGV�DQG�D�FRS\�SURYLGHG�
to the Court. 

 
9. The Order section of the form at paragraph 5 above will be completed by the 

0DJLVWUDWH�DQG�ZLOO�VWDQG�DV�WKH�RIILFLDO�UHFRUG�RI�WKH�0DJLVWUDWH¶V�GHFLVLRQ� 
 
Emergency Situations 
 
10. Where an Officer considers an application for authorisation requires urgent 

Magistrates approval they should contact Legal Services providing all relevant 
information as at paragraph 3 above, with the addition of a brief outline of why the 
matter should be heard quickly. 

 
11. Legal Services will liaise with the Court Clerk to affect a quick hearing where it has 

been assessed as necessary to do so.  A delay in internal procedures does not 
FRQVWLWXWH�DQ�DFFHSWDEOH�UHDVRQ�IRU�DQ�XUJHQW�0DJLVWUDWH¶V�OLVWLQJ� 
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12. A Magistrate may consider an authorisation out of hours in exceptional 
circumstances. 

 
Note: Legal Services can assist the Officer with the above process and attend the 
Magistrates Court 
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Appendix 7 
7KH�0DJLVWUDWHV¶�$SSURYDO�3URFHVV 

 

 

Complete authorisation form and seek 

approval of Authorising Officer 

Complete judicial approval 

application form 

&RQWDFW�ORFDO�0DJLVWUDWHV¶�&RXUW�WR�

arrange a hearing 

Attend Court with: 
 
-  Counter-signed RIPA authorisation 

form plus a copy 
- Judicial approval application form 

plus copy 
- Any other relevant reference or 

supporting material 

  

0$*,675$7(6¶�'(&,6,21�237,216 

REFUSE TO APPROVE 
and quash the 

authorisation due 
fundamental flaw 

 
(2 days to make 

further 

representations) 

REFUSE TO APPROVE 
authorisation due to a 

technical issue 
 

(Make correction and 

resubmit to Court)
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Appendix 8 
 
 
Application for judicial approval for authorisation to obtain or disclose communications data, to 
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